Common Scams Targeting Seniors Quiz
Directions: Chose the best answer to each question.

1. Scammers record calls where you answer “yes” and can use that to steal credit cards and more.
a. True
b. False

2. Scammers can pretend to be someone else by spoofing a email or phone number appearing to be someone they aren’t. 
a. True
b. False

3. Which scam involves the scammer pretending to be the IRS, or government agency asking for money?
a. Pyramid Scheme
b. Government Impersonation Scams
c. Computer Tech Scams
d. Grandparent Scams

4. Which scam involves telling a target that they won a sweepstakes or lottery prize?
a. Pyramid Scheme
b. Computer Tech scams
c. Sweepstakes scams
d. Grandparent scams

5. Which scam records your voice attempting to get your voice signature?
a. Hearing scams
b. Grandparent scams
c. Computer tech scams
d. Robo-Calls




6. Which scam uses a pop up telling the user that their computer is damaged and requests access to your computer once you call?
a. Grandparent scams
b. Computer tech scams
c. Popup abuse scams
d. Robo-texts

7. Which scam entails a scammer pretending to be a grandchild asking for money to get out of a tough situation?
a. Blackmail scams
b. Grandparent scams
c. Family scams
d. Robo-texts

8. Scammers play on strong emotions such as fear and love in order to get someone to send money urgently.
a. True
b. False

9. You should always double check when someone texts or calls you asking for money, even if it is a family member. 
a. True
b. False

10. It is embarrassing and shameful to be the victim of one of these scams.
a. True
b. False


